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security check

Benchmark your cybersecurity defenses against international standards

Cybersecurity is a very large area that requires the sharing of experience and knowledge of  
professionals from all around the world. It is critically important to work with internationally 
recognized standards to benchmark your current security posture. 

Kyos Security Essentials (KSE) is a review of your cybersecurity protection based on the  
CIS Controls™, a framework maintained by international experts coming from a wide range of 
sectors. A KSE review will help you to:

Measure your preparedness
Based on internationally recognized  
framework, we assess the level and maturity 

of your security controls.

Identify gaps and areas of risk
Our review will shed light on possible areas 
with inadequate or missing controls for your 

consideration.

Take informed decisions 
We will assess the impact of your current 
initiatives and identify key challenges to 

help you invest where your real risks are.

Drive your security transformation
The review will support you to prepare a 
roadmap, prioritize and initiate security 

projects.

Select your package according to your company profile

 Package Basic Medium Full

CIS Implementation group Group 1 Group 2 Group 3

Level of your company in security
An organization with 
limited resources and 
cybersecurity expertise 

An organization with 
moderate resources and 
cybersecurity expertise

An organization with 
significant resources 
and cybersecurity 
expertise

Prices of the review

Review 5’800.00 CHF 9‘800.00 CHF 12’500.00 CHF

Update of the review the next year 2’320.00 CHF 3’920.00 CHF 5’000.00 CHF

Kyos Security Essentials



CIS Implementation Groups

The Center for Internet Security (CIS) Controls are 
developed by a vast international community of IT 
experts who apply their first-hand experience as 
cyber defenders to create these globally accepted 
security best practices. 

The CIS Controls are informed by actual attacks and effective defenses 
and reflect the combined knowledge of experts from every part of the 
ecosystem (companies, governments, individuals).

Outcome

As a result of the KSE 
review we will deliver 
a report with  
recommendations. 
We will spend time 
with you to discuss 
your roadmap for 
cybersecurity  
transformation based 
on your priorities and 
possible risk  
reduction strategies.

Timeline 

• Kick off meeting,

• Interview with key members of your team,

• Analysis of the results and report drafting,

• Report presentation and discussion with the Kyos consultant.

Requirements

• IT correspondent(s) with enough knowledge of your IT infrastructure, 
operations, projects and priorities,

• Staff who are responsible for the process of an employee’s  
onboarding and exits,

• Access to relevant documentation.
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Kyos Security Essentials  
in brief ...

• Continuously improve your 
cyber defenses by proactively 
managing your risks

• Get a decision-supporting tool

• Benefit from action sets 
adapted to your organization

• Align to international  
standards

• Use a framework which is  
regularly updated from 
incidents identified by the 
security industry

Contact us

Geneva Office
Chemin Frank-Thomas 32

1208 Geneva
Tel : +41 22 566 76 30
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